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Debian Linux
1. Latest stable version

1.1 Name
The latest stable release of Debian GNU/Linux is version 3.0r2 “Woody”. The last update to this release was made on November 21st, 2003.
1.2 New Features

This is the first version of Debian that features cryptographic software integrated into the main distribution. OpenSSH and GNU Privacy Guard are included in the default installation, and strong encryption is now present in web browsers and web servers, databases, and so forth. Further integration of cryptographic software is planned for future releases.

This version of Debian supports the 2.2 and 2.4 releases of the Linux kernel. Along with better support for a greater variety of new hardware (such as USB) and significant improvements in usability and stability, the 2.4 kernel provides support for the ext3 and reiserfs journaling filesystems.

The task system has been revamped and made more flexible. The debconf tool makes configuration of the system easier and more user friendly.
This is the first release of Debian that is compatible with version 2.2 of the Filesystem Hierarchy Standard (FHS). Debian GNU/Linux now also supports software developed for the Linux Standard Base (LSB), though it is not yet LSB certified.
http://www.debian.org/
2. Latest testing version
The latest testing version is codenamed “sarge”. It is based on a copy of “woody”.
Security updates for "testing" distribution are not managed by the security team. Hence, "testing" does not get security updates in a timely manner.
3. APT package management vs. RPM redhat package manager
3.1 APT - Advanced Packaging Tool

Packages generally contain all of the files necessary to implement a set of related commands or features. There are two types of Debian packages, binary packages and source packages.
Debian's packaging tools can be used to: 

· Manipulate and manage packages or parts of packages, 

· Aid the user in the break-up of packages that must be transmitted through a limited-size medium such as floppy disks, 

· Aid developers in the construction of package archives, and 

· Aid users in the installation of packages which reside on a remote FTP site. 

3.2 How APT works
Dependencies are automatically handled, so if one tries to install a package that requires others to be installed; it will download all needed packages and install them.


APT works by generating a list of all installed packages in your system and compare this list to lists from sources. It determines which packages on your system are outdated and needs an upgrade, and what upgrades are available for your packages. Also, you can install new packages from the repositories. In both cases, the upgrade and new install, APT checks for all dependencies and determine what extra packages must be installed to meet all dependencies of the original packages to upgrade and install.
3.3 RPM – Redhat Package Manager
The RPM Package Manager is a powerful command line driven package management system capable of installing, uninstalling, verifying, querying, and updating computer software packages.

It was introduced to take the pain of compiling the tar.gz'ed source code of the application away from the end user who wants to install the software and get it running with minimum effort and with ease. 

http://www.rpm.org/
3.4 How RPM works

RPMs are easy to install (and remove), download the package associated with your Linux distribution and run the rpm -ivh command on it and you'll get your application installed without having to go through the compiling process. It is easy task to perform; however, dependency problems came to be one of the major weaknesses of the RPM system.
http://iraqilinux.org/modules.php?name=News&file=article&sid=6
4. Security patch
To receive the latest Debian security advisories, subscribe to the debian-security-announce mailing list. Use APT to get the latest security updates. This requires a line such as 

deb http://security.debian.org/ woody/updates main contrib non-free 

in the /etc/apt/sources.list file. 
So it is automatic to suggest users to download the latest security patch.
Most security problems brought to Debian’s attention are corrected within 48 hours.
http://www.debian.org/security/
5. Hardware compatibility
Ssupports a total of 11 processor architectures, it now runs on computers ranging from palmtops to supercomputers, and nearly everything in between, including the latest generation of 64 bit machines.
The following computer architectures are supported in the Debian GNU/Linux version 3.0r2 “Woody”.
· Alpha 

· ARM 

· HP PA-RISC 

· Intel x86 

· Intel IA-64 

· Motorola 680x0 

· MIPS 

· MIPS (DEC) 

· PowerPC 

· IBM S/390 

· SPARC 
http://www.debian.org/
6. Compatibility to other Linux distributions

Debian developers communicate with other Linux distribution creators in an effort to maintain binary compatibility across Linux distributions. Most commercial Linux products run as well under Debian as they do on the system upon which they were built.
http://www.debian.org/News/2002/20020719
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